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John émling

210 N Waterman
Arlington Hts, IL 60004

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this reguirement i5s necessary. Longstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

1 am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a mastar key to cur personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you ta oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

John R Amling
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James Barbee

PO Box 783
keno, OR 387627

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance, The FBT is geoing far bheyond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the equivalent of the covernment requiring aill
new homes he built with a pesphole for lTaw enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations., set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications.  Past
efforts to provide this sort of hackdoor access have not been successful and
cnly <¢reated a rich cepportunity for hackers.

Once again, I urge you to oppose the dangerous sugnestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

James L. Barbee
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Amber Thomnson

7 Stone St
Lancaster, NH 03584

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Cammission
445 12th Street SW

Washington, BC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
reguired to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Praoviders and Internet telephone campanies to allow
the FBI to conduct surveillance, The FBI js going far beyond these existing
powers by trying to force the industry te actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be huilt with a peephole for law enforcement to lTook through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect informaticn between sources like phone companies and data
sources Jike z-mail. The FBI s aggressive and expansive reading of the law
would hypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our perscnal communications, the
government is creating the very reai potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies shauld hawve built-in
wiretapping.

I lock forward to hearing vour thoughts on this matter.

Sincerely,

Amber Thompsan
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Eric Norton

11A Dewberry Dr
Presque Isle, ME 04769

March 18, 2004

FCC Chairman Michael Pawel)
Federal Communications Commission
445 12th Streept SW

Washington, DC 20554

FCC <hairman Powell:

#s a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Praoviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actualiy huild its systems around
gavernment eavesdropping. It is the eqguivalent of the government requiring all
new homes be bhuilt with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up houndaries for how
the FBI can collect information between sources Tike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legisiative process to alter that careful balance.

I understand that by requiring a master ey to cur personal communications, the
gavernment 15 creating the very real potential for hackers and thieves ar
gven rogue governmenht agents to access aur personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that gur new Internet communication technologies should have built—in
wiretapping.

I lock forward to hearing vour thoughts an this matter.

Sincerely,

Eric Norton
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Robert Retherford

930 Parkview Ave
Louisvilie, CO 80027

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, 0C 20554

FCC Chairman Powell:

A5 a cancerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communicatien services he
required to have built-in wiretapping access.

Once again, the current administration wants to curb the freedoms which it is
trying to protect in the War on Terrorism,

The Constitution enshrines the right to be free from government intrusion in
the hame. A1l our communications should be free as well, absent a reasonabie
warrant.

Longstanding laws already reguire Internet Service Providers and Internet
teiephone companies to allow the FBI to conduct surveillance. The FBI is going
far beyond these existing powers by trying to force the industry to actually
build its systems around government eavesdropping.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
enly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing vour thoughts on this matter.

Sincerely,

Robert Retherfard
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Tchn Sotelo

511 West Camphell Avenue
Campbell. CA 95008

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositicn to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to aliow
the FBI to conduct surveillance. The FBIL is gaing far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping., Tt is the equivalent of the government requiring all
new homes be built with a peephole for Taw enforcement to Took through.

I am very concerned that this requiremant represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for haw
the FBI can collect information between sour<es 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal cammunications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich cpportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Jchn H. Sotelo
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D.J. Fergusan

4815 Castleton Dr.
fairfield, OH 45044

March 48, 2004

FCC Chatrman Michael Powell
Federal Cammunications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individuyal, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have buiit—in wiretapping access.

I do not believe this reguirement is necessary. longstanding laws already
require Internet Service Providers and Internet telephone companies toc allow
the FBI to conduct curveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivaient of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBL can collect infarmation between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
wauld bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gevernment is creating the very real potential for hackers and thisves or
even rague government agents to access our personal communicaktions. Past
efforts ta provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—=in
wiretapping.

1 look farward to hearing your thoughts cn this matter.

Sincerely,

br. D.J. Ferguson
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Jose Gallardo

B020 Central SE
Alhuquerqgue, NM 87108

March 18, 2004

FCc¢ Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, BC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my cpposition to the
Department of Justice s request that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Llengstanding laws already
require Intarnet Service Providers and Internet telephone companies to ailow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very <oncerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI c¢an collect information hetween sources like phene companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is cresting the very real potential for hackers and thieves or
even rogue government agents to access our persanal communications, Past
efforts to provide this sort of hackdoor access have not been successful and
only created a rich opportunity for hackers,

once again, I urge you ta oppose the dangerous suggestion of the Department af
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Toe CGallardo
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Rebecca Holbert

201 Eagle Pass
Radc1iff , Ky 40160

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individusgl, I am writing to express my cppasition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not bhelieve this reguirement is necessary. tLongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is geoing far beyond these existing
pawers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the goverrment reguiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries fer how
the FEI can callect information bhetween sources like phone companies and data
spurces 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity far hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technoleogies should have built—in
wiretapping.

I lack forward to hearing your thoughts on this matter.

Sincerely,

Rehecca Halbert
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crum

391
monterey, <¢a 33940

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—-in wiretapping access.

I do not believe this requirement is necessary. Longstanding Taws already
require Internet Service Providers and Internet telephone caompanies to-allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
pawers by trying to force the industry to actually build its systems around
government eavesdrapping. Tt is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can coliect infermation between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue goyvernment agents to access ocur perscnal communications. Past
effarts to provide this sort of backdoor access have not been successful and
ohly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolagies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

dl crum
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K DANOWSKI

122 VATL
MIDLAND, MI 48842

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my coppasiticn to the
Department of Justice s reguest that all new Internet communicaticn services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by tryinag to force the industry teo actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e—-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
eyen rogue government agents to access our personal cammunications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity faor hackers.

Once again, I urge you to oppose the dangercus sucgestian of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

K DANOWSKI
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Joseph MacDonald

3301 westwood pkwy
flint, mi 48303

March 18, 2004

FCC Chairman Michae] Powell
Federal Communications Commissign
445 12th Streest SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communicaticn services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding lTaws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI js going far beyond thase existing
powers by trying to force the itndustry to actuaily build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to Took through.

I am very cancerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect information between sources like phane companies and data
sources Yike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
goverpment is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal cammunications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have bhuilt-in
wiretapping.

I Jook forward to hearing vour thoughts on this matter.

Sincerely,

Joseph Patrick MacDonald
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Stephen Marusic

Burnett St
San Francisco, California 34131

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 f2th Street SW

Washington, DC 20554

FCC Chairman Powell:

#s a concerned individual, T am writine to express my opposition to the-
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

1 do not believe this requirement is necessary. Longstanding laws already
require Internet Service Praviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcemert to look through.

1 am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations., set up bgundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our perscnal communications, the
gavernment js creating the very real potential faor hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of bhackdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you ta oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built-in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

Stephen Marusic
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Bodie Pfost

1455 VYirginia Way
Arcata, CA 35521

March 18, 2004

FCC Chairman Michael Powel]l
Federal Communications Commissian
445 12th Street SW

Washingtan, DC 20554

FCC chairman Powell:

As a concerned individual, I am writing teo express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allew
tha FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build 1ts systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be buiit with a peephole for law enforcement to Took through.

I am very concerned that this reguirement represents an end-run arcund
Congress., Lawmakers, after extensive deliberations, set up boundaries for haw
the FBI can collect information between sources like phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

1 understand that by requiring a master key to our personal communications, the
government is creating the very real potential far hackers and thieves ar
eyen rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity far hackers.

Once again, I urge you to oppose the dangerous sudgestion cof the Department of
Justice that our new Internet communication technoleocgies sheould have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincarely,

Bodie Pfost



Tue 23 Mar 2004 09:38:02 PM ES.T P. B
Evelyn La Croix

1128 45th Street
Des Maines, Iowa 30311

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition te the
Department of Justice s regquest that all new Internet communication services be
reguired te have built—in wiretapping access.

1 do not believe this reguirement is necessary. Longstanding laws already
require Internat Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBL is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole far law enforcement to look thrcugh.

I am very concerned that this requirement represents an end-run around
cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can c<ollect information between sources like phone companies and data
sources like e-mail. The FBI s agqressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

T understand that by requiring a master key to our perscnal cammunications, the
government is creating the very real potential for hackers and thieves or
eveh rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
ohly created a rich appartunity for hackers.

Ohc¢e again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Yook forward to hearing your thoughts on this matter,

Sincerely,

Evelyn La Croix
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Christopher Maioli

100 Village Post Road
Danvers, MA 01323

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12%th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositian ta the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requijrement is necessary. Langstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for Yaw enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggqressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key tec our personal commupications, the
gavernment is creating the very real potential for hackers and thieves ar
even rague government agents to access our personal communicatiaons. Past
effarts to provide this sort of backdoor access have not bheen successful and
only created a rich apportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have huilt—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Christopher Maioli
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Anthany Commarata

1833 fFairlawn Knolls Drive
Akron, OH 44313

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Cchajrman Poweld:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBT to conduct surveiliance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build ite systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for Taw enforcement to Tgok through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can collect infarmation between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government 1s creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications, Past
effarts to provide this sort of backdoor access have not been successful and
only c¢reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-=in
wiretapping.

I Tecok forward to hearing your thoughts on this matter.

Sincerely,

Anthaony J. Commarata
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Scott Mobus

344 27th Ave
Seattle, Washington 98122

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Cemmission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned indivicual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services bhe
required to have huilt—in wiretapping access,

I do not believe this requirement is necessary. Longstanding laws already
regquire Internet Service Providers and Internet telephone companies to allaow
the FBI to conduct surveillance. The FBI js going far hevond these existing
powers by trying to force the industry to actually build its systems areund
gavernment eavesdropping. It is the sguivalent of the government requiring all
new homes be built with a peephole for Taw enforcement to look through.

I am very concerned that this requirement represents an end-run around
Cangress. Lawmakers, after extensiyve deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources }ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our perscnal communications., the
government is creating the very rsaal potential for hackers and thieves ar
even rogue government agents  to access our personal communications. Past
effarts to provide this sort of backdoer access have naot been successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggesticn of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Scott Mobus
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Ssurya—Patricia Hood

11821 N. 28th Drive, #2213
Phoenix, Arizona 85029

March 18, 2084

FCC Chairman Michael Powell
Federal Communications Commissiaon
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

#s a concerned individual, I am writing to express my oppasition to the
Department of Justice s request that all new Internet communication services be
required tg have buyilt—in wiretapping access,

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to c<onduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the eguivalent of the government requiring all
new homes bhe bhuilt with a peephole for law enforcement to look through.

T am very concerned that this reguirement represents an enc-run arcund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
waould bypass the legislative process to alter that careful halance.

I understand that by requiring a master key toc our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of bhackdoor access have not been successful and
oniy created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built—in
wiretapping.

I lTook forward to hearing your thoughts on this matter.

Sincerely,

Surya—Patricia tane Hood
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Phyllis Andrews

101 E 16 St
New York, MY 10003

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtaon, D{ 20954

FCC Chairman Powell:

fs a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone campanies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
pawers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent af the government requiring all
hew homes be built with a peephole for Yaw enforcement to Jook through.

1 am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real patential for hackers and thieves cr
eveh rogue government agents to access our personal communications. Past
efforts to provide this sort af backdocr access have not been successful and
only created a rich oppartunity far hackers.

once again, I urqe you to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Phyllis M. Andrews
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Harvey Kulin

3203 Canton SEt.
Creenville, TX 75402

March 18, 2004

FCC Chairman Michae]l Powel]
Federal Communications Commissian
445 12th Street SW

Washingtan, 0C 20554

FCC Chairman Powell:

A5 a concernad individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not heljeve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone campanies tc allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. I am very caoncerned that this reguirement represents
an end-run around Congress, Lawmakers, after estensive deliberations., set up
boundaries for how the FBI can colliect information between sources like phone
companies and data sources Tike e-mail. The FBI s aggressive and expansive
reading of the Taw would bypass the legislative process to alter that careful
balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves ar
gVEeNn rogue government agents to access our personal c¢ommunications. Pact
efforts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity for hackers.

Once again, I urge you to oppose the dangerous suggestiaen aof the Department of
Justice that our new Internet communication technologies shayld haye built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Harvey Kulin
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bob kisken

bow 23
mobridge, sd 57604

March 18, 2004

FCC Chairman Michael Powell
Faederal Cammunications Commission
445 12th Street S

Washington, DC 20554

FCC Chairman Powell:

As & cancerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
tequire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems arcund
gavernment eavesdropping. It is the equivalent of the government reguiring all
new homes he built with a peephole for law enforc¢ement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FEI can collect infarmation between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would hypass the legislative pracess to alter that careful balance.

I understand that by requiring a master key to our personal communications. the
government is creating the very real potential for hackers and thieves ar
even rogue gqoveirnment agents to access our personal communications. Past
efforts to provide this sort of backdoor ac¢cess have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

bob kisken
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Tames Perry

3295 Wells RD #7
Dakley, CA 94561

March 18, 2004

FCC Chairman Michae]l Powell
Federal Communications Commission
445 12th Streat SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

T do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI ta conduct surveiliance. The FBI is going far heyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peeshole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the fBI can collect information between sources Tike phone companies and data
sources 1ike e-mail. The FBI s agcressive and expansive reading of the law
would bypass the legislative nrocess to alter that careful balance.

I understand that by requiring a master key to our personal communicatians, the
gavernment is c¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sart af backdoor access have not been successful and
only created a rich oppartunity for hackers.

Cnce again, I urge you to oppase the dangerous suggestion of the Department of
Justice that our new Internet communication technolagies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

JTames R. Perry III
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Neida Nelson—-Eatcon

28 ?72nd St
North Bergen, NI 07047

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell;

As a concerned individual, I am writing to express my opposition to the
Dapartment of Justice s reguest that all new Internst communication services be
required to have built—in wiretapping access.

1 do not believe this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to aliow
the FRI to conduct suryeillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually buiid its systems around
gavernment eavesdrapping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enfercement to lock throuagh.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI <an collect information between socurces like phone companies and data
sources like e-mail. The FBI = aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to aur personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue covernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again. I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technalegies should have built—in
wiretapping.

I lock forward to hearing vour thoughts on this matter.

Sincerely,

Nelda Nelson—-Eaton
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Lark Kuhta

48 Alpine Court
Hewitt, NI 07421

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chalrman Powell:

Az a concerned individual, I am writing to express my oppositian to the
Jepartment of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyend these existing
powers hy trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring atl
new homes he built with a peephale for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundartes for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and esxpansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our persgnal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—=in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Lark Kuhta



